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SANTA CRUZ OPERATIONS (SCO)

UNIX EMERGENCY SYSTEM

BY STEPHEN FORCE

aving a current, well-tested
H operating system emergency

system provides absolute

piece of mind. If you have
never had a damaged system you needed
to get active immediately, you are either
extremely lucky or new to the technical
support business.

Not having an emergency system is a
big mistake. Having an emergency sys-
tem that you think is reliable, but fails
when needed, will literately make a
grown man cry. I know: I have been in
the unfortunate position of having a
emergency system fail due to a col-
league’s “oversight.”

Because of this horrible experience, I
will no longer trust anyone’s word if I
personally have to rely on an operating
system emergency system. I test it
myself and will always have a trusted
copy in my safe keeping.

This article deals with creating and
testing such a emergency system, specif-
ically for the Santa Cruz Operation
(SCO) UNIX system (SCO UNIX V
Release 3.2 Version 4.2.). Although the
concepts mentioned here apply to most
operating system environments, this
article is primarily targeted for the
numerous SCO UNIX users among us.

The SCO UNIX emergency boot flop-
py diskette system allows you to recover
your system in the event of a catastroph-
ic system failure. Or, you could use these
diskettes to restore a corrupted root
filesystem without re-installing the oper-
ating system.

If you are the system administrator
responsible for more than one SCO
UNIX system, you should make emer-
gency boot floppy diskette systems for
each UNIX machine in your care. After
creating a bootable operating system
diskette, you should create a root file sys-
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tem floppy diskette that contains all
operating system commands needed to
either get your system running or to at
least get you to the next step of data
restoration if needed.

Prior to placing all of these newly cre-
ated diskettes in safe storage, test each
diskette on the proper computer. Do not
assume anything. Test each diskette indi-
vidually.

Creating the Boot Diskette

The following illustrates how to create
the Boot floppy disk:

1 Log in your UNIX system as the Root
user.

2. Invoke the sysadmsh shell and then
select from the menu:

Filesystems Floppy

3. At the Floppy disk Filesystem
Creation menu, select the number that
corresponds to the disk drive type that
you boot from.

4. When prompted for the floppy
filesystem contents, select option 2 to
create the Boot disk.

5. When prompted, insert a blank floppy
disk and then press Enter.

6. The Boot filesystem disk is created
and you see each file name as the files
are copied to the diskette. Then, the
filesystem is automatically checked.

7. Finally, remove the diskette from the
drive bay, label it “Boot” and the
UNIX machine name. Stick (or slide

up) a write-protect tab on the diskette |

to avoid accidently erasing the vital

information contained on the diskette. |

Creating the Root File
System Diskette

Immediately after creating the
bootable diskette, create the root filesys-

tem diskette. Here’s how:

1. Remain in the sysadmsh shell and
then select:

Filesystems Floppy

2. When prompted (in the Floppy Disk
Filesystem Creation menu), select the
number that comresponds to the disk
drive you are using.

3 After being prompted for the floppy
filesystem comtents, select option 3 to
create the root filesystem.

4. You will be prompied to insert a
blank floppy disk in the disk drive.
Do so, and then press Enter to con-
tinue.

5. The root filesystem is copied. (You
will see messages as files are copied
to the dask.)

6. When the oot filesystem is complet-
ed, remove the diskette from the drive
bay and label it with “root filesystem”
and also a UNIX machine name. Do

7. Fnally. copy your chosen UNIX back-
up commands (far, cpio, etc.) to the
oot flesystem diskette. This will allow
you to secover backed up data from
your SCO UNIX backup medium.

Testing Your SCO UNIX
Emergency System

It is vitally important to verify that
your emergency system works. To test it,
shut down your UNIX system and then
re-boot from the boot diskette just creat-
ed. When prompted, insert the root
filesystem disk you also just created and
verify the data in the filesystem.

Again, test all UNIX emergency sys-

| tems.

A Safe Place
If not already done, label each SCO




UNIX emergency system diskette with
enough descriptive information to dis-
cern one diskette from another and then
store all diskettes in a safe and secure
place.

All backup tapes and critical disks
must be stored in a location safe from fire
and other disastrous occurrences. This
place could be a fire-proof safe, off-site
storage or in a bank vault.

For small shops or at home, another
lesser known but rather ingenious place
is in your freezer (as mentioned in the
accompanying UNIX data backup article
on page 12.)

Document Emergency
Procedures

One of the most important things to do
is to clearly document your emergency
system. Write your documentation as
simple and complete as possible, and
then verify its accuracy. Better yet, have
a trusted colleague check it for you and
then give you feedback.

Conclusion

Make a reliable and tested emergency
system procedure a part of your regular
routine. Make several copies of this sys-
tem and store them in safe, yet easily
accessible locations. Print several copies
of the emergency system documentation
and place one copy with each set of
emergency system diskettes and in other
strategic locations.
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The 6th Annual Conference of
The Association for Corporate
Computing Technical Professionals

The emphasis for this year's conference is on the changing environ-
ment and how to survive the transition and adapt to the latest tech-
nologies. There will be a large concentration on up-to-the-minute top-
ics for client/server, open systems and PC-based education.

Highlights of the conference include a full-day seminar given by
Novell. The following is an update of the sessions that will be presented
at NaSTEC 6.0:

IBM-to-NetWare Connectivity
Speaker: Rick Morris, Novell

TCP/IP Reality Check
Speaker: Stephen Force

Remote Branch Office Solutions
Speaker: Dave Holbrook, Novell

AS/400 Today and the Future
Speaker: Scott Phares, Candle
Corporation

NetWare Strategies
Speaker: Novell

Paradigm Shift: Networked
Systems Management With AS/400s
Speaker: Scott Phares, Candle
Corporation

Client/Server Computing
and the AS/400

Speaker: Stephen R. Sachs,
IBM

COST PER PERSON

Registration: $515* (includes all classes, receptions, lunches served at
conference and Mardi Gras).

Spouse/guest Registration: $60 (includes Mardi Gras, receptions,
lunches served at conference).

* includes a three-month trial membership for non-members

4-FOR-THE PRICE OF 3!

For every three paid registrations from the same company, a fourth per-
son may attend NaSTEC 6.0 for free! To qualify, you must fill out all four
names on the application form and payment must be received before the
conference for the fourth person to qualify.

To register, or for more information about accommodations, airline dis-
counts and car rental, contact Mary Krukowski at (414) 423-2420 Ext. 109.

NaSPA reserves the right to make changes or substitutions of speakers/schedules.




